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Next-Gen Threat
Intelligence:

Proactive. Interactive. Agentic. .

& AlDriven € AlwaysOn 4 Always Delivering

Agentic Al is redefining how you fight cybercrime

Security teams are drowning in threat data, but skilled analysts are hard to find, train
and retain. KELA's Digital CTI Analysts solve this by giving you 24/7 access to virtual
cyber analysts trained on KELA's vast threat intelligence lake and expert methodologies.

From surfacing leaked credentials to profiling adversaries, our digital analysts
continuously deliver actionable insights tailored to your environment.
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24[7, Always ON! Interactive, Proactive Fully Integrated

Continuously monitor threats and Ready to engage with your team Embedded into your tools,

deliver intelligence-no breaks, no and proactively surface relevant workflows, and communications-

blind spots emerging threats and acting as a true extension of your
recommendations team
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- Origin: Iran Today ~
@ Threads - Targets: Government officials, journalists, and human rights activists
& All DMs - Tactics: Phishing, social engineering, and exploitation of web applications.

5. Transparent Tribe (APT36):
- Origin: Pakistan
- Targets: Indian governmental entities and military organizations.
- Tactics: Spear-phishing, fake websites, and malware distribution to steal sensitive information.

These threat actors are known for their sophisticated tactics and persistent efforts to compromise
governmental entities, often leveraging advanced techniques to achieve their objectives. If you need more
detailed information about any specific group or their activities, feel free to ask!
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Followups:

‘What are countermeasures? How to enhance training? ‘Which software updates recomme...

What monitoring tools suggeste..  How to conduct assessments?  Remediate
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What monitoring tools suggested?

Analyzing Data..




Built for the Analysts You Don’'t Have, Backed

by Intelligence You Can't Get Anywhere Else

Meet Alex

Your Al Digital Cyber Analyst for Enterprise
Defense

Alex is a dedicated Al-powered Digital Cyber Analyst designed
to support MSSPs and enterprise security teams by working
24[7 to monitor, prioritize, and respond to threats specific to
your organization. With access to the intelligence modules
you've deployed, your IdP and B2B Intelligence data platforms,
Alex delivers only the most relevant, actionable insights-helping
you reduce analyst workload, respond faster, and stay ahead of
evolving threats. Integrated seamlessly into your existing tools
and workflows, Alex enhances your team without expanding
your headcount.

Meet Ethan
Your Mission-Ready Digital Cyber Warrior

Ethan is a powerful Al-driven Digital Cyber Analyst built for
government agencies and law enforcement teams tasked with
defending against the most advanced cyber threats. With full
access to KELA's complete intelligence data lake, Ethan can
investigate any query-from tactical indicators to complex
adversary operations-across the dark web, threat actor
networks, and global cyber ecosystems. Ethan delivers real-
time, actionable intelligence at scale, helping teams uncover
hidden risks, connect the dots faster, and respond decisively-
without ever going offline.

* Seamless Intelligence - 24/7
. Fully Integrated for Operational Impact

KELA

See our digital analysts in action!

www.kelacyber.com



https://www.kelacyber.com/platform/digital-cti-analysts/

Ready to take on any task...
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Technical Intelligence
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Dark Web Monitoring
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Security Tools
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Daily Threat Highlights
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Threat Actor Profiling
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Strategic Intelligence
Briefings and Reports

See our digital analysts in action!



https://www.kelacyber.com/platform/digital-cti-analysts/

